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(Extract) 

• Data  Asset shall be protected at a certain security level as defined, where it shall be accessible to 
the extent necessary for business operations or legal requirements; 

• All entities must conduct activities involving all forms of systems, data and information adhering to 
the Company's “Information Security Standards” at a minimum; 

• All employees shall strictly comply with related laws and regulations, including the Company’s 
policies; 

• All employees shall commit to dealing with any data and information only for the Company’s 
businesses and within their scope of responsibilities;  

• Supervisors shall ensure that all measures implemented are in compliance with the Company's 
Information Security Policy; 

• Communication shall be carried out to convey the policy and practice on the Company’s information 
technology security towards its employees and related third parties for understanding.  

• Data, information and systems shall be designated with a clear ownership and accountability; 

• Systems shall be designed with control or prevention of information prescribed by laws; and  

• Operations and systems assessment shall be conducted by independent assessor with an approval 
of the Company, to align with the policies and regulations. 

This policy shall be regarded as part of the Company’s Business Code of Conduct in compliance with laws 
and responsibility of the Company towards its employees and customers. 

 


